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Data centers
All data is stored in cloud services in Microsoft Azure. The physical location is
Amsterdam. Azure adheres to security controls for ISO 27001, ISO 27018, SOC 1, SOC
2, SOC3, FedRAMP, HITRUST, MTCS, IRAP, and ENS.

Control & audit
We track statistics about the performance of our infrastructure and look for things we
can improve.

Anonymization
Custom data that is handled, for example, orders. e-tailize will only retain information
that’s fundamental to our processes.

Data replication & consistency
We regularly back up your data to a remote location. Besides that, we ensure that
information is consistent and information from products, ads, and analytics does not
get confused between customers.

Encryption
We encrypt data as much as possible. The saving of secrets and credentials are
encrypted.


